
Example of a phishing email impersonating EZ-Link 
 

 
 

Customers are advised: 
 To check that the email domain belongs to EZ-Link (ending with ezlink.com.sg). If 

unsure, please contact our customer service at customerservice@ezlink.com.sg. 
 NOT TO click on hyperlinks found on suspicious emails with unknown origins. 
 NOT TO reveal personal information/log-in credentials or credit card details. EZ-

Link will never ask for such information over a web form. 
 
For more information on common signs of phishing, please visit bit.ly/CSA-tips.  

 


